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1 Introduction

Configuration Manual contains detailed information about the project’s setup and
implementation. The main objective of this document is to provide overview of the steps
taken to complete the project and to understand the requirements necessary for project
implementation. The document provides clear guidance on steps required to take in order to
deploy Hybrid algorithm (ECC and AES) on cloud for data security. The main objective of
this project is to provide data security for financial transaction with the help of hybrid
encryption techniques.

2 System Configuration

2.1 Hardware Configuration:

Hardware Configuration
Processor Intel i7

RAM 16 Gb

Hard disk 512Gb

2.2 Software Configuration:

Operating System Windows 11

Tool Visual Studio 2022's version 15.0

Programming language C# .Net Framework

Database Microsoft SQL Server 2019

Database Tool Microsoft SQL Management Studio version
19.0.2.

Cloud Platform Microsoft Azure

2.3 ASP .Net Environment Setup

The text editor recommended for this project the Visual studio 2022 version 15. The entire
application is created using C# programming language on the .Net framework. Visual studio
is available on the internet for free.
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2.4 Database Server Setup

Microsoft SQL database is used in this project to store data of the application. Microsoft SQL
Management studio version 19.0.2 is used for this project, and it is available online for free.
Application connects to local as well as clous storage.
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2.5 Libraries:

Below mentioned libraries are used to create the application.



1 -lusing System;

using System.Configuration;
using System.Data;

using System.Data.SqlClient;
using System.Diagnostics;
using System.IO;

] using System.Net.Mail;
10 using System.Security.Cryptography;
11 using System.Text;

2.6 Running Web API:

After successfully installing all required software tools follow below steps to open and run
the project.

Open Visual studio 2022 ——> File——=>0Open Project ——>select .sIn file——>Run

3 Implementation

Below steps are taken to implement the project

3.1 ECC algorithm for Key generation

3.2 Code for Encryption using AES



3.3 Database created
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4 Deployment on Cloud

Application is deployed on azure cloud using app services.
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