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1 Introduction 
 

The configuration manual covers all the required tools and frameworks used to implement the 

research model. This manual is subdivided into different categories. Section 2 refers to 

environment setup needed, Section 3 discusses about tools and software’s being used and 

Section 4 discuss about implementation of the project.  

 

 

2 Environmental Setup 
 

Processor : Intel i5 

Memory : 16GB RAM 

Programming Language : Python3 

Python Environment : Jupyter Notebook, Anaconda Navigator, Google Colab 

 

 

3 Tools and Software Used  
 

Software Used : Google Colab (cloud-based), Python 3.10.12 

Google Colab also known as Colaboratory is a powerful free Google cloud-based service for 

writing and running Python codes. It is integrated with Google Drive and pre-configured 

environment for the wide usage of data analysis, machine learning and prototyping. 
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4 Implementation  
 
 

Step 1 : Go to Google Colab and login using your google account 

 

 
 

Figure 1 : Homepage of Google Colab 

 

 

Step 2 : The dataset is downloaded 

 

Step 3 : Importing essential libraries for the execution of file and machine learning 

algorithms.  
 

 
 

Figure 2 : Importing python libraries 
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Step 4 : Performing feature extraction by applying preprocessing or transformation steps such 

as normalization, scaling and encoding 

 

 
 

Figure 3 : Feature Extraction 

 

 

 
 

 

Figure 4 : Preview of the extracted features 
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Step 5 : Loading the dataset with proper file path 

 
 

 
 

Figure 5 : File Path 

 

 

Step 6 : Train the model by feeding the preprocessed data into machine learning or deep 

learning models 

 

 
 

Figure 6 : Model Training 
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Step 7 : Evaluation of the Model using test dataset  

 
 

 
 

Figure 7 : Evaluation of the Model 

 

 
• CharConRate.ipynb : Focused on analysing character-based metrics 

• Entropy_Domain_URL.ipynb : Computes entropy metrics for domain names or URLs 

• IdentifyClassifiers.ipynb : Evaluates different classifiers for a machine learning task. 

• MainModel_SplitBased_OneTime90.ipynb : Primary model implementation with data 

splitting configurations. 
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