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This project as two parts, first one focussing on developing and training the model on Google 
Colab, while the other involves integrating it into the Django web application for the 
presentation. In the first part, I utilized one dataset in csv format, with a machine learning 
implementation, coding, and evaluation. The single dataset has been used on thee model 
Naïve Bayes. In the second part, I integrated the Email Spam detection machine learning 
model into a web application called Django. This step is crucial as it transforms our model 
into a user-friendly web app that anyone can use, even without coding knowledge. I will be 
covering everything from setting up the model and creating forms and views to build the user 
interface. This manual provides a detailed overview and a step-by-step guide of the project 
execution. 
(Download Python, n.d.; Download Visual Studio Code - Mac, Linux, Windows, n.d.; GitHub · Build and Ship 

Software on a Single, Collaborative Platform, 2024; Kaggle, n.d.) 

1 System Requirements 
• Operating System: Windows 11 

• Processor: Intel i5 

• RAM: 8GB 

• Disk Space: 20 GB 

• Internet Connectivity: Intel(R) Wi-Fi 6E AX211 160MHz 

 

2 Tools and Frameworks 
• Google Collab: For model creation and training 

• Django: For building the web interface 

• Python: Version 3.8 
 

3 Machine Learning Model Configuration Step by step 

guide 

3.1 Part I 
 

1. We start by importing necessary libraries, we will be using pandas to handle our 

dataset and sklearn for machine learning. Since the dataset file is in the form of text 

data, we need to first convert it into a format(numerical) that the machine learning 

model can process. To achieve this, we use sklearn. We will further split our data into 

training and testing set, as it allows us to train our model on one portion of data and 

test it on another portion to evaluate its performance. To build a spam detection 

classifier we will use naïve bayes algorithm. In order to assess the performance of the 

machine learning model, we need to measure its accuracy on the test data. Again use 

sklearn for this. 
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2. The next step is to upload the csv file and read the path of the file. We then view the 

csv file, for this we use the head function. Here we have two columns, one column 

depicts text of emails and the other column shows spam. In this case, 1 means it is 

spam, and 0 means it is ham which means it is not spam. 

 

 
3. Now use Countvectorizer to convert text data into numerical format that the machine 

learning model can process. For this use vectorizer, then use and define variables as 

text. 

 
 

4. Next, use train_test_split to split the data using variables and allotting size. In this 

case 80% data is for training and 20% is for testing. 
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6. Next, we will train the Naïve Bayes classifier using training data. For this, we will 

be using multinomialNB. 

  
 

7. After training the model, it is now necessary to make predictions on the test set and 

evaluate its performance. In this step, the accuracy of the model created is achieved. 

 
8. Finally, let us now check a message that uses our trained model to predict if a given 

message is spam or not. This function is specially useful, when we integrate our 

model into the web application. Firstly pass the variable, and the function is created. 

This function takes a message as input, vectorizes it using the same count vectorizer 

and uses the model to predict if it is a spam or not. After passing vairables and using 

print functions, enter the text on the text box. An example message is shown in the 

below screenshot. 
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So, we have successfully built a spam detection classifier using a machine learning model, 

and in the next part, this model is integrated into a web application Django. 
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3.2 Part II 

1. To begin with, download the Visual studio code from chrome.  

 
 

2. For Python, install the latest version of Python from chrome 

 

 
 

 

 

3. Now, let us get started with VS Code, first click on file and create an empty folder 

and select it. 
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4. Open a new terminal, and the first step is to create a virtual environment as it helps 

many dependencies for the project to be isolated. For this use python -m venv myenv 

and activate it. 

 

 
 

5. Now, we can setup the Django project, with the virtual environment activated, but 

first we need to install Django and other dependencies. Django is a python 

framework, so we use pip. 
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6. And in google Collab, we used pandas and sklearn, so we also need to download these 

two libraries. 

 

 
 

7. We can now set-up the django project, write django-admin startproject 

SpamDetection and further navigate to that directory, use cd command for navigation. 
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8. The next step is to create an application inside the spam detection directory 
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9. Now kill the terminal, and the next step is to register the app in settings.py 

 
 



10 
 

 

10. Save and close the file and test if the project is working fine or not by using 

.\myenv\Scripts\activate 

 

11. Now, I am going to start the server, using python manage.py runserver 

 

 

 
 

 
 

12. The nect step is to create a form and input a message to check if it is a spam or not. To 

do this, create a new file forms.py in the app directory 
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Creation of forms.py, then Save and close the file 

 
 

13. Now open the views.py file in the app directory. This step is very important as its 

where we write the code to handle the requests and responses. And we also integrate 

the machine learning model, so the same code has been used to make the model 

accessible to the web application. So, first paste the code from google colab and write 

the code to get message form.  
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Save and close the file. 

 

14. The next step is to create a user interface. First create a new folder named templates in 

the app directory and create a file inside this app directory called home.html. This is 

necessary because Django looks for HTML templates in the templates folder by 

default. 
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15. Now our last step is to set up a URL link for the website. For this, create urls.py file in 

the app directory 

 

 
Save and close the file 

 

16. And next, in the project directory open the urls.py file. The app url is included here 

and edited in  the code. 
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17. Finally, let us now run the django server and test our application. For this I again 

started by activating the virtual environment.  

 
Congratulations! This is the final stage. 
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This is our web user interface, now first test it by adding any message. 

 

 
 

As you can see this message is a spam. 
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Here are a few examples of messages and its screenshots are shown above. 
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