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1 Data Mining Tool for privacy policy analysis 
 

1.1 Dependencies: 
 

1. Python - Version 3.8 or higher 

2. SpaCy - en_core_web_sm language model. 

3. Hugging Face Transformers - facebook/bart-large-cnn 

4. Scikit-learn – libraries TfidfVectorizer and Cosine Similarity 

5. Matplotlib 

6. Google collab is recommended. 

 

1.2 Settings and Parameters: 
 

Input: text only file 

 

Summarization Configuration: 

 

Model: facebook/bart-large-cnn 

Input Text Limit: 1024 tokens per chunk. 

 

Text Classification Configuration: 

 

• Predefined Categories: 

Data Collection 

Data Sharing 

Data Retention 

User Rights 

Security Measures 

General Information 

• TF-IDF Vectorization: 

        Stop Words Removal: Enabled. 

        Normalization: Tokenized and lowercased text. 

        Output: Sentence vectors and category vectors. 

• Similarity Metric: 

        Cosine similarity to map sentences to the most relevant category. 
 
 
 
 
 
 

2 Guidelines for using the framework 



2 
 

 

 
 

This section provides instructions on how to effectively use the PIA template for assessing 

and managing privacy risks within BNPL systems.  

1. Preparation 

 

Gather all relevant system and data processing details including the types of data collected, 

how it is processed, where it is stored, and who has access to it. Identify all stakeholders 

involved in data collection, processing, and management. Stakeholders may include internal 

teams, third-party partners, and regulatory bodies. 

 

2. Completing the Template 

 

Carefully fill out each section of the template with accurate data. Ensure every field is 

comprehensively addressed to identify the landscape of privacy. Contact your organization’s 

Data Protection Officer or compliance team for assistance in completing the template. 

 

3. Risk mitigation 

 

Reference specific ISO/IEC 27701 controls for aligned mitigation strategies. 

 

4. Evaluation and Review: 

 

Establish a review cycle to ensure the PIA is conducted for any system changes or new 

regulations. 

 

For any missing data processes, contact the technical team for assistance in completing the 

template. Collaborate with legal, technical and operational team to fill out this template. 
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