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1 Create AWS EC2 instances for the Microservices

1. Sign in to the AWS Management Console and open the Amazon EC2 console at
https://console.aws.amazon.com/ec2 and click on launch instance.

Figure 1: AWS EC2 Create Instance Page

2. Choose an Amazon Machine Image (AMI) and Instance Type: Amazon Linux 2
AMI and t2.micro instance type eligible for the AWS free tier.

• Network Settings:

– Select default VPC.

– Subnet preference set to ”No preference.”

– Auto-assign public IP enabled.

– New security group created with the following rules:

∗ Allow SSH traffic from anywhere (0.0.0.0/0).

∗ Allow HTTPS traffic from the internet (0.0.0.0/0).

∗ Allow HTTP traffic from the internet (0.0.0.0/0).
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3. Create a new key pair with the following options selected:
Key pair type : RSA
Private key format : .pem

Store the private key in secured place for establishing secure connection to the EC2
instances in later procedures.

Figure 2: Create New key pair

4. After these settings are performed click on ”Launch Instance”.
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2 Change the newtork ACL inbound and outbound

rules

Change the newtork ACL rules for ec2 instance to allow traffic from other microservice
ports and external traffic by selecting the appropriate Network ACL. Add rules by editing
”Inbound Rules” and ”Outbound Rules” tabs as shown in the image for port 8080, 8083
and 8761.

Figure 3: Inbound and outbound rules required

3 Create JAR File and Transfer to the EC2 instance

for the eureka server

Copy the application code from the code artifacts to the EC2 instance using the below
steps:

1. Create a jar file for the application using the command:

mvn clean package

2. Change the permissions of the .pem file downloaded earlier when the new key pair
was created:

chmod 400 /path/to/your -key.pem

3. Securely transfer the JAR file to the EC2 Instance using SCP:

scp -i /path/to/your -key.pem /path/to/local/file.jar ec2 -user

<EC2 -Public -IP >:/ remote/directory
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4 Start the Eureka Server First

1. Connect to the EC2 Instance created earlier using SSH:

ssh -i /path/to/your -key.pem ec2 -user@ <EC2 -Public -IP >

2. Install OpenJDK

sudo amazon -linux -extras install java -openjdk11 -y

3. Install Maven

sudo yum install maven -y

4. Navigate to the folder where the jar file was copied.

5. Start the Spring Boot Eureka server on the EC2 Instance using the below command:

java -jar /remote/directory/file.jar

6. The eureka server will start on port 8761

Figure 4: Eureka Dashboard

5 Run the Zuul Gateway and Organisation Service

Follow the same steps as in Step 1 to Step 4 for starting the Eureka service with the
respective application code and start the service.

• The Zuul Gateway will start on port 8080, accessible at:
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http://< ec2_address >:8080

• The Organisation service will start on port 8083, accessible at:

http://< ec2_address >:8083

Figure 5: Services Registered on Eureka Dashboard

6 Load Testing using the Jmeter tool

Step 1: Install JMeter

1. Download JMeter from the official Apache JMeter website.

2. Extract the downloaded archive.

3. Launch JMeter by running the jmeter script in the bin directory.

Step 2: Create a Test Plan

1. Start JMeter by running the jmeter script in the bin directory.

2. Add a Test Plan

Step 3: Add Thread Group

1. Thread Group: Right-click on the Test Plan, then choose Add Threads (Users).

2. Configure Thread Group:

• Number of Threads (Users): Set the number of virtual users you want to
simulate. 5000 in this case.

• Ramp-Up Period: The time JMeter should take to start all the users.

• Loop Count: Set how many times to execute the test.
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Figure 6: Thread Group settings

Step 4: Add HTTP Request Sampler

1. HTTP Request: Right-click on the Thread Group, then choose Add > Sampler >

HTTP Request.

2. Configure HTTP Request:

• Server Name or IP: Enter the domain name or IP address of the server.

• Path: Specify the API endpoint here it is /api/organisations/1.

• Method: Choose the HTTP method - GET

6



Figure 7: Request Sampler settings

Step 5: Add Listeners

1. View Results: Right-click on the Thread Group, then choose Add > Listener.

2. Listeners:

• View Results Tree: Provides detailed logs of each request.

Step 6: Run the Test

1. Click on the green Play button in the JMeter toolbar to begin the load test.

7 Custom Logging of the dynamic heartbeat interval

Custom logging can be checked on the log details of the ec2 instance on which the service
is running.
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Figure 8: Dynamic heartbeat interval logs
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