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Introduction: 
 
 This manual provides detailed instructions for configuring and deploying the phishing URL detection 

system developed in this research project. The system employs a hybrid model integrating machine 

learning and deep learning techniques to accurately identify phishing URLs. 

1 System Requirements: 
 

To guarantee efficient model processing and to minimize the duration required, it's crucial to be 

equipped with the necessary hardware and software resources. 

1.1. Hardware Requirements:  

The implementation is performed on an HP Pavilion; the configuration of the device is as 

follows. 

1. Processor: Intel(R) Core (TM) i5-9300H CPU @ 2.40GHz 

2. RAM:  8.00 GB (7.84 GB usable) 

3. Hard Disk:  256GB SSD, 1 TB HDD 

4. OS  Windows 10 Pro 64 – bit 

1.2 Software Requirements: 

 

Before beginning the model construction phase, the below mentioned software, libraries, and 

tools were set up and installed on the system. 
 

Software/Tools Version Information 

Python  To develop the model python is used 

in this project. 

Anaconda  Anaconda stands as a highly 

favoured platform for the data 

science community, offering 

capabilities for computational work, 

managing libraries, and deploying 

models, all within a Windows-

friendly environment 

Pandas  It is particularly well-suited for 

dealing with tabular data, such as 

data stored in spreadsheets or 

databases. 
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NumPy  NumPy, an open-source tool from 

2023, is utilized for tackling intricate 

mathematical issues within data. 

Sci-kit Learn  This library is employed for tasks 

like Classification, Regression, and 

data preprocessing. (Scikit-learn: 

Machine Learning in Python — 

scikit-learn 0.24.2 documentation, 

2023). 

 

2. Implementation: 

 In this section there is a complete guide to run the project in any windows system. 

1. Download and Install Anaconda Software in the windows system. 

(https://www.anaconda.com/products/individual) 

 

2. Open the Jupyter Notebook from Anaconda. 

 

https://www.anaconda.com/products/individual
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3. After opening jupyter notebook click on the new notebook (python 3). 

4. In notebook, Import all the required libraries.  

 

 

 

 

5. Import the Provided Dataset. 
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6. Next Step will be Pre Processing Step will be performed using following Code. 

 

 

6. Exploratory Data Analysis has been Performed and Visualisation has been done using 

following Code 
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7. After Data Pre Processing the Data Splitting is Performed before Building a Model 
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8. Hybrid Models Implementation has been Performed with the following Code  

 
9. The Accuracy is considered as evaluation factor after Model Implementation 
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Total Execution Time: 
 • The overall duration taken to train the dynamic model was 768.395 seconds, while the time taken to 

test the data using the trained model amounted to 0.575 milliseconds. 
 

The concluding code files are included within three distinct project files, titled 'Phishing URL Data 
Cleaning.ipynb', 'Implementing ML-DL Models.ipynb', and 'Hybrid Model with ML-DL 

Models.ipynb', respectively. 
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