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1 Section: configuration code  
{  
    "library": {  
        "name": "tenseal",  
        "installation_command": "pip install tenseal"  
    },  
    "encryption": {  
        "scheme_type": "BFV",  
        "poly_modulus_degree": 4096,  
        "plain_modulus": 1032193  
    }  
}  
 

2 Section2: configuration details  
 

Details for the Next Person's Configuration: 
1. Library Requirements: Using pip install tenseal, you may install the tenseal library. 
2. Encryption Scheme: The BFV scheme is used for encryption on the notebook. 
3. 4096 Poly Modulus Degree 
4. 1032193 Plain Modulus 
5. Operations: The notebook illustrates operations on encrypted vectors such as addition, subtraction, 

and multiplication. 
 
 
Homomorphic encryption, a revolutionary cryptographic technology, enables calculations on encrypted data 
without the requirement for decryption. TenSEAL, a library particularly developed for tensor operations, is one 
of the libraries that have arisen to help with this. To take use of its features, use the Brakerski-Vaikuntanathan 
Scheme (BFV), which is designed for integer operations. The presented arrangement demonstrates a 
polynomial modulus degree of 4096 and a plain modulus degree of 1032193. While these settings maintain a 
balance of security and computing efficiency, it is critical to fully comprehend their ramifications. The degree 
of polynomial modulus influences ciphertext size and computing cost, whereas the plain modulus governs 
accuracy and noise increase during operations. Staying up to date with the library and understanding the 
details of the settings, like with any cryptographic tool, is critical.  
 


