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1 Running the web application 
 

To begin we start the server on Anaconda Prompt and open the given URL 

http://127.0.0.1:5002 which redirects to the home page. 

 

 
 

 
 

The above figure shows the home page/ login pages for Admin, Data Owner and Data User 

Login. 

 

http://127.0.0.1:5002/
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The Admin can create Data Owners, view all the data Users created by the Data owner and 

view the file details uploaded by the Data owner for different Domains for different users to 

access. 

 

Once the Data Owners are created, they can login to their profile to add users and upload files 

to the cloud storage for the users to access.  

 

 
 

The figure shows the creation of data users by the data owner giving the appropriate 

fingerprint image to store in the cloud storage as an encrypted file for the usser to login 
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The Data owner uploads files to the cloud for the Users to access 

 

 
 

User login using the appropriate user email and fingerprint to login. The finger print is 

verified by the trained model, if the fingerprint is similar the accec would be given. 
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The user can download the files uploaded by the data owner for the domain user can access. 

Different users could have different domain access. 

 

2 Hardware Requirements 
 

• System Processor: core i5 

• ROM: 250 GB and  

• RAM: 4 GB and  

Any desktop / Laptop system with above configuration or higher level. 

 

3 Software Requirements 
 

• Operating system: Windows 8 /10/11 64Bit 

• Coding Language: Python 

• Framework: Flask 

• Language: HTML, CSS, JS 

• Tools: Anaconda and MySQL workbench 

• Storage: Drive HQ and MySQL  

• IDE: Jupyter Notebook and visual code 
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