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1 1st Phishing Campaign 
 

First phishing campaign was delivered in two groups. 

 

First group received an email advising there’s a voicemail waiting for them. Full 

configuration details are below. 
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Configuration summary: 

 

 
 

This is what the email looked like. Parametres below aoutmatically fill in recepients custom 

information. 

 

%EMAIL% - Email address of the participant. 

%FIRSTNAME% - First name of the participant. 

%DATE% - Date the 1st phishing campaign was sent on. 

%TIME% - Time when the message was sent. 
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2nd Group (recruitment and leadership team) received an email about a CV for an open role 

that company is actively recruiting for. 
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Campaign Summary: 
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Phishing email preview: 

 

 
 

2 2nd Phishing Campaign 
 

2nd phishing campaign was delivered after the cybersecurity awareness workshop. Same 

email was delivered to all 42 participants. 
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Campaign summary: 
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Message preview: 

 

 


