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1 Pre-requisites and access required to cloud services
We should have active accounts with both Azure and AWS to access the respective cloud
services. Sign up for free-tier accounts or we can use existing accounts if available.

Azure Account Pre-requisites:

 Azure Subscription: Ensure we have an active Azure subscription to access Azure
services.

 Azure Functions: Familiarize with Azure Functions, Microsoft's serverless compute
service.

 Azure Container Registry: Set up an Azure Container Registry to store Docker container
images.1

AWS Account Pre-requisites:

 AWS Account: Ensure to have an active AWS account with necessary permissions to
access AWS services.

 AWS Lambda: Get acquainted with AWS Lambda, Amazon's serverless compute
service2.

 Amazon EC2: Set up an Amazon EC2 to host Docker container images.

1 https://learn.microsoft.com/en-us/azure/devops/service-hooks/services/webhooks?view=azure-devops
2 https://docs.aws.amazon.com/ec2/index.html

https://learn.microsoft.com/en-us/azure/devops/service-hooks/services/webhooks?view=azure-devops
https://docs.aws.amazon.com/ec2/index.html
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Application Code Repository:

 The application's source code stored in a version control repository, in a Git accessible
from Azure DevOps
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Containerization Skills:

 The basics of Docker containerization and how to create Docker images for your
applications.

Docker Image and Dockerfile:

 Ensure we have a Docker image built using a Dockerfile that specifies the application's
runtime and dependencies3.

By fulfilling these pre-requisites and having access to the required cloud services, we are
well-equipped to embark on exploration of integrating serverless computing with container
deployment across Azure and AWS environments.

2 Configuration Steps:

Setting Up Azure :

 Sign up for an Azure account.

3 https://docs.docker.com.zh.xy2401.com/v17.12/

https://docs.docker.com.zh.xy2401.com/v17.12/
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 Connect the GitHub repository to Azure Pipelines to enable automated deployment.

Configuring AWS EC2:

 Create an Amazon EC2 cluster within the AWS account. This cluster will manage the
deployment of Docker containers.

 Set up an Amazon EC2 repository to store the Docker images.
 Create an EC2 task that includes the specifications for the containers, such as image

repository details and resource allocation.

Creating a Webhook:

 Inside the GitHub repository settings, navigate to Webhooks.
 Create a new webhook that will trigger the Azure code changes that are pushed to the

repository.
 Configure the payload URL to point to your Azure endpoint.

Webhook Implementation:

 In the Azure , integrate the webhook's payload data.
 Customize to initiate Docker image builds automatically whenever the webhook triggers

a code commit.

Image Transfer to AWS:

 After successful Docker image creation in the Azure the scripts will authenticate the
AWS EC2 repository.

 Push the newly built Docker image from Azure to the AWS EC2 repository.
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AWS EC2 Deployment:

 Configure an EC2 service within your EC2 cluster. Define the desired number of tasks
and assign them to the task definition you created earlier.

 Set up the service to pull the Docker image from your AWS EC2 repository.
 Launch the EC2 service, allowing it to deploy containers based on the image you pushed.

Verification:

 Access the deployed application on AWS EC2 to verify that cross-platform
interoperability has been achieved.
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