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1 Introduction 
 

The manual documents about all the necessary tools and the technologies required to 

implement the research model. The manual is further divided into various sections. Section 2 

mentions about the environment setup required, Section 3 mentions about the tools and 

software’s used, Section 4 mentions about implementing the project, and in the last 

references are mentioned. 

 

2 Environment Setup 
 

Below mentioned configuration was used to implement the model. 

• Processor: Intel i7 

• Memory: 16GB RAM 

• Programming language: Python3 

• Python Environment: Jupyter Notebook, Anaconda Navigator 

 

3 Tools and Software Used 
 

Below mentioned software were used to implement the model. 

• For programming Language, we have used python 3.11.0. 
 

 
Figure 1. Python Version 

 

 

 

 

 

 

 



2 
 

 

• For dataset processing and performing operations on it, we have used a python open 

source project called jupyter. It uses python kernel for processing and performing 

operations on the datasets. 

 

 
Figure 2. Python Jupyter 

 

4 Implementation of the Model 
 

Step 1 :- We have used anaconda navigator, to use python jupyter notebook. First, we need to 

install an anaconda navigator. Anaconda Navigator [1] can be installed from the website 

mentioned in the reference. We launch the navigator, and we can see jupyter in the main 

dashboard then we click on launch to launch jupyter notebook as shown in below Figure 3. 
 

 
Figure 3. Anaconda Navigator 
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Step 2 :- Open the file “Malicious URL Detection Using ELM Model.ipynb” in the jupyter 

notebook. 
 

 
Figure 4. Ipynb file launched in Jupyter 

 

Step 3 :- From here we start the implementation of the model, we start by importing all the 

necessary libraries for the model. 
 

 
Figure 5. Libraries Imported for the Model 

 

Step 4 :- We load the dataset [2] using pandas libraries. 
 

 
Figure 6. Loading the Dataset in the Model 
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Step 5 :- Features extracted from the dataset. 
 

 
Figure 7. Dataset Features Extracted 

 

Step 6 :- Enter URLs  in the urls array to be detected as malicious and the model detects it. 
 

 
Figure 8. Final Detection of URL 

 

Step 7 :- Code in Jupyter can be executed by using Run button. 
 

 
Figure 9. Code Execution in Jupyter 
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