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1 Introduction 
 

The configuration manual focuses on the project's implementation and contribution, namely, 

comparative analysis of supervised machine learning models for Phishing Detection. This 

manual also includes information on various hardware and software requirements for the 

project's successful completion. The primary goal of analyzing and evaluating three supervised 

Machine learning models that are decision tree, KNN, Logistic Regression is to discover and 

compare the best phishing detection solution in terms of accuracy and time required to train 

the model. For this project, the phishing dataset is collected from a cloud-based repository, the 

dataset as the total number of observations equal to 88647. It consists of data of phishing and 

legitimate websites. 

 

2 Requirements 
 

To implement the code, a system should have an essential set of tools and settings configured. 

2.1 System Requirement 
It is important to select a system with hardware specifications that can handle the implementation of Machine 

learning algorithms. The following are the required System Specifications: 

For Windows: 

• CPU: Intel i5 5th Gen and above 

• RAM: 16GB DDR4 and above 

• Storage: 1 HDD 

2.2 Software Requirements 

• Anaconda Navigator- Jupyter Notebook v6. 4.6 

• Python 3.7. 6- Because it is open-source software, it is easily available for download 

online. 

• MS Excel- To analyse the dataset .csv files.  

 

3 Dataset Information 
 

The Phishing website dataset is used for this research. The dataset is available on the online 

repository under the name dataset_full.csv. It comprises phishing and legitimate instances. The 

total number of instances is 88647 (Vrbančič, 2020). 
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Figure 1 shows the license of the dataset i.e., CC BY 4.0 which means the dataset can be shared, 

copied, or modified as long as the appropriate credits are given. 
 

 
Figure 1: License of the dataset 

 

Figure 2 illustrates the sample content of the dataset_full.csv dataset 

 

 
Figure 2: dataset_full.csv in MS Excel 

 

4 Implementation of Code 
 

4.1 Packages Required for code execution 

The model is code using Python 3 language and implemented on the Jupyter notebook. Python 

code includes below list of packages that are imported: 

• Numpy 

• Pandas version 1.4.0 

• Matplotlib 
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• Seaborn 

• Sklearn 

• Train_test_split 

• DecisionTreeClassifier 

• Sklearn.metrics 

• LogisticRegression 

• KNeighborsClassifier 

 

4.2 Evaluation of Code: 

 

The entire model is implemented in several sections. Steps involved in the successful 

execution of code are as follows: 

 

Step 1: Import the dataset_full.csv 

 

 
Figure 3: Importing the dataset 

 

Step 2: Feature selection using correlation matrix 

 

Initially, the feature selection is done on the entire dataset, where thescorrelation 

coefficientsmethod is used tosselect the bestspossiblesfeatures. These features are then used to 

train and test the three supervised machine learning models, and the results are evaluated in 

terms of accuracy and speed to train the model for phishing detection 

 
Fig 4: Correlation matrix function 
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Fig 5: Plotting of Correlation Matrix 

 

Step 3: Check for infinite values, missing values, or NaN(Not a Number) values in the dataset. 

 

 
Fig 6  : Removing noisy or missing data 

 

Step 4: Implementation of feature selelction to extract highly correlated features using 

threshold=0.99 
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Fig 7: 21 features are extracted from the dataset 

 

Step 5: New dataset with 21 features and 88647 observations is created from the main dataset 

i.e., dataset_full.csv 

 
Fig 8: New dataset with 21 features 

 

 

Step 6: After data preprocessing and feature selection, data is split into a training set and testing 

set. X is defined as an independent variable and Y as a target variable. 

 

 
Fig 9: Splitting data into 70:30 Ratio for training and Testing the model. 
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Step 7: Analysis of three supervised machine learning models and evaluation on performance 

measures. 
 

 
Fig 10 : Decision tree model 

 

 

 
Fig11: Logistic Regression model 
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Fig 12: K- Nearest Neighbors  (K-NN model) 

 

The results of all the models are recorded after they have been successfully executed. When 

compared to the other two models, the Logistic Regression model has higher accuracy and the 

decision tree takes less time to train the model, so it is faster. 
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