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Configuration Manual 
 

Oluseye Jerome Arinde 

X20121598  

 

This configuration manual shows the implementation of a federated 

authentication system architected in a secured cloud environment. It also 

shows the analysis done with the data of hospital visits.  

 

1 Software Requirement  
• Ubuntu 20.04 LTS 

• Virtual environment for Python 

• Python 3.9 

• Django Framework 

• Django-allauth 

• Sqlite database  

 

 

1.1 Setup a secured lab with virtual box Version 6.1 

 
 
 

 
 

 

 

 

Figure 1: Lab setup on VirtualBox  
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1.2 Ubuntu OS 

• Download and install Ubuntu Desktop Operating System from 

https://ubuntu.com/download/desktop 

• Install Ubuntu 20.04 LTS 

• Update all security repositories    

 

 

 
Installation of Ubuntu OS 

 

 

 

 

1.3 Visual studio  

Download and install latest visual studio code editor from the official 

website 

https://code.visualstudio.com/docs/setup/linux  

After the download install in the Ubuntu OS with the command  

sudo apt install ./<downloaded file>.deb 

 

 

 

Figure 2: Installation of Ubuntu OS  

https://ubuntu.com/download/desktop
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1.4 From extensions menu on vscode, python, Django, intellisense, and 

Azure extensions are added to VScode.  

1.5 Azure App service is also and connected to the azure cloud account 

provided for students at NCI.  

 

 

Figure 3: Setting up of the development 
environment  

Figure 4: Installing Azure web apps and connecting to azure cloud   
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Right click on AppService and Create new app which is named “ncierms” This handles the 

deployment of the local application to the azure environment   

2.0 After the development environment has been prepared Next is the Installation of virtual 

environment using the command “python3 -m venv env”. 

Virtual environment is important to isolate the application, and to improve the code 

maintainability, versioning and reusability.  

To activate the virtual environment: 

The virtual environment created is named “env” and to activate this environment, use the 

command source env/bin/activate this activate the “env” virtual environment as shown in the 

picture below 

 

 

2.1 Install Django in the virtual environment “env” 

 

 

2.2: An open-sourced project was cloned as baseline to be enhanced for the implementation of 

a federated authentication. Here below is the link of the cloned project. 

(Anikkadan, 2022) 

https://github.com/akjasim/cb-dj-sso 
 

2.3 Installation of Django Allauth  The guide by “Readthedocs” was followed to install and 

setup connection to the IdP using facebook as the option here among other available IdP.  

Command: pip install django-allauth  

 

 

 

 

Figure 5: Activation of virtual development environment  

Figure 6: Installation of Django, the Python web development framework  
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pip: -r requirements.txt 

 

 

 

 

 

 

 

 

Figure 7: Installation of project application dependencies and applications  
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Below are the configuration settings of the Django settings.py 

 

 

 

With Allauth fully setup, debug settings turned off, and allowed host settings set to allow all 

(only for development environment) 

Figure 8: Project Configuration settings in file settings.py    
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Figure 9: Getting the application ready to be migrated to Azure Cloud 
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2.4 Deployment to Cloud 

 

After testing the web application in the development environment, The app mapped with the 

web app created on Azure Cloud and pushed through the code deployment pipeline created 

with the Azure extension on VS Code.  

 

 
   

https://ncierms.azurewebsites.net/ 

 

 

 

 

 

2.5 Integrating with the Facebook authentication API  

 

This process detailed the setting up of federated integration of the ncierms with the Facebook 

authentication API 

 

A test app was created on https://developers.facebook.com the app is named “social_login-

Test1” 

 

 

Figure 10: Web application ncierms deployed to Azure Cloud 

Figure 11: Integrating with Facebook authentication API 

https://developers.facebook.com/
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2.5.1  
• Application ID and secret is setup on Django admin dashboard  

 

 
 

 

 

 
 

 

And that connects the authentication app with the facebook IdP API  
 

 

 

 

 

 

Figure 12: Adding Client ID and Secret Key parameters from Facebook Authentication API to the ncierms  

Figure 13: Integration of ncierms with Facebook is tested.  
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Section 2: 

 
To ascertain the change in the influx of patients in Irish hospitals between the years 2020, 

2021 and 2022. Data is collected from the European centre for disease prevention control 

website. (ECDC, 2022) . The data is collected in a Microsoft excel sheet and processed in the 

Jupyter notebook. This test justifies this research as covid and other factors may have led to 

the increase in hospital visits between the years sampled; this has also necessitated the need 

for health care organization to migrate and secure infrastructure  

 

ANOVA: The test for normalcy and analysis of variance in hospital daily visits between the 

years 2020, 2021 and 2022  is depicted in the code below. 
 

 

 

 

 
Figure 14: Test of Variance in Hospital visits between the years 2020, 2021 and 2022 
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