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1 Introduction 
 

The configuration manual document gives an overview and insights of the research carried 

out as the part of the Industry Internship. This manual will provide the details of the system 

configuration, Tools utilized while performing the research and the implementation of the 

project. In this project two deep learning models were developed as part of the research. The 

implementation section will guide through the process carried out in the development phase 

along with the final results of the research. The internship task report is also mentioned in this 

manual. 

 

2 System Configuration 
 

The system used while performing the activity was personal as the internship was Remote. 

The configuration of the system is as follows: 

 

2.1 Hardware Configuration  
• Operating system: Windows 10 

• Processor: Intel i5-10th gen 

• System Compatibility: 64-bit 

• Hard Disk: Hybrid (256GB SSD + 1 TB HDD) 

• RAM: 8GB 

 

2.2 Software Configurations: 
Prior to start the model building phase following software, tools and libraries were installed 

in the system. 
 
Software/Tools Version Information 

Python 3.8.5 To develop the model python 

is used in this project. 

Anaconda - It is windows suitable 

platform that allows users 

computations, package 

management and model 

deployments. (Anaconda | 

The World's Most Popular 

Data Science Platform, 2021) 

TensorFlow 2.5.0 For running deep neural 
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networks the TensorFlow is 

the important library. 

(TensorFlow, 2021) 

Keras 2.5.0 It is used to provide powerful 

deep learning APIs to boost 

the performance and for 

scaling. (Team, 2021) 

NumPy 1.19.5 It is an open-source tools 

used to perform complex 

mathematical problems in 

data.  (NumPy, 2021) 

Sci-Kit Learn 0.24.1 It is the library which is 

utilized for problems such as 

Classification, Regression as 

well as for data pre-

processing. (scikit-learn: 

machine learning in Python 

— scikit-learn 0.24.2 

documentation, 2021) 

 
 

3 Implementation 
 

In this section the step-by-step guide is mentioned to run the project in any windows system. 

 

1. Download and Install Anaconda Software in windows system. 

(https://www.anaconda.com/products/individual) 

 

 

 
Fig.1 Anaconda Navigator 

 

2. Open the Jupyter Notebook from Anaconda. 

https://www.anaconda.com/products/individual
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Fig. 2 Jupyter Notebook 

 

3. After opening jupyter notebook click on new notebook (python 3) in which the 

development part for model will be covered. 

 

4. In new notebook first import all the required libraries. 

 

 
 

5. After that import the provided dataset. 

 

 
 

6. From this the data pre-processing will be done using following code. 
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7. After data pre-processing the model is defined and trained. 

 

 
 

8.  The Accuracy and Loss graphs are calculated after model training. 
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9. In this step the model is tested using test data. The confusion matrix and roc & auc 

score are calculated using following code. 

 

 
 

10. The confusion matrix i.e., the final output of the model is plotted for both static and 

dynamic model. Also, the roc & auc scores along with testing time are calculated as 

model efficiency parameters.  

 

 
Confusion Matrix for Dynamic Model 
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Confusion Matrix for Static Model 

ROC & AUC Scores: 

 

 
ROC & AUC scores for Dynamic model 

 

 
ROC & AUC scores for Static model 

 
 

Model Execution Time: 

• The total time required to train the dynamic model with 100 epochs were 292.06 

Seconds whereas the Testing time required to test the data on trained model was 0.21 

milliseconds. 

• For Static model total time required to train the model with 100 epochs were 393.67 

Seconds whereas the Testing time required to test the data on trained model was 0.26 

milliseconds. 

  

In this research the feature importance is obtained using XGBoost for that the code is 

attached in the file named feature_importance.ipynb. The final code files are attached with 

project files named as Dynamic_RNN.ipynb and Static_RNN.ipynb respectively. 
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4 Internship Task Report 

The Internship Activity Report is a 1-page monthly summary of the activities performed by you and 

what you have learned during that month. The Internship Activity Report must be signed off by your 
Company and included in the configuration manual as part of the portfolio submission.  

Student Name: ___Akshay Ashok Wakhare_.    Company: Uniken India__  

Student number: _x19208103_.            Month Commencing: _____June 2021- August2021________ 

 
 

Role Description: 

The aim of the internship was to study and understand the Mobile Threat Detection Model. Perform 

research to suggest a solution for malware detection in android application by using deep learning 

technology.  The task performed are: 

• Studied and analysed the current Mobile Threat Detection model documentation. 

• Carried out the research for the malware detection in android OS. 

• Performed development activity for proposed solution. 

• Developed and evaluated the models. 

• Performed the manual testing on the current MTD model for various threat detection 

scenarios. 

• Prepared the documentation for the activity performed. 

 

 
Employer comments  

• Akshay carried out the assigned tasks in time and demonstrated a good understanding 

about the product. The research carried by him in the area of malware detection in 

android has shown good results and can be used in current product.  

• Akshay also performed the testing of the current MTD product to perform and detect 

various mobile threats. He was dedicated towards his assigned work and managed to 

perform the activity remotely.    
• Given a proper guidance he can learn and understand delivering the artifacts to the 

clients. And he will be good asset to any organization.  
 

Student Signature: Date: September 5th 2021 
 

Industry Supervisor Signature:  

Date: September 3rd 2021 
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