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1. Introduction 
 
This configuration manual consists of an article about the whole proposed prototype that 

has been executed using different tools and applications. The proposed method of securing 

confidential data using Dual Image Steganography with Huffman Parity Coding uses 256-

bits Advanced Encryption System in order to convert the plain text to ciphertext, to hide 

the secret data (ciphertext)  in an image will be used in order to convert it into a stego image 

and then the Haar Discrete Wavelet Transformation (HDWT) will be applied on that Stego 

Image and then for the integrity of the data Huffman Parity coding will be applied. This 

whole implementation will be implemented on MATLAB R2020a. Then Dual Image 

Steganography is performed using Ubuntu Linux and Python 2.7. 

 

2. System Configuration 
 

2.1.  Hardware Configuration 
 

• Operating System: Windows 10  

• Processor: i5 9th Gen 

• System: 64 bits 

• Hard Drive: 1TB  

• RAM: 16 GB 

 

2.2. Software Configuration 
 

 This table below describes all the tools and applications that we have used for building the 

prototype.  

 

Tools Version Description 

MATLAB  R2020a Update 4 MATLAB is a programming 

language and an application 

used for Image processing 

and other technical 

computing.  Some other tools 

have been used for 

Steganography. 

• Wavelet Toolbox 

V5.4 

• Communication 

Toolbox V9.10 

• Image Processing 

Toolbox V11.1 

Linux Ubuntu 18.04.5 LTS For performing the use of 

Python. 
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Python V2.7 Python v2.7 is used to 

perform Dual Image 

Steganography. 

 

Table 1: Applications 

 

 

1. https://uk.mathworks.com/downloads/ 

 

2. https://ubuntu.com/download/desktop 

 

3. https://www.python.org/download/releases/2.7/ 

 

 

3. Configuration 

 
This manual includes step by step procedures and methods in order to install and 

configure necessary applications and tools for the prototype that is proposed. 

 

Installation of Software’s 

 

➢ Download MATLAB form MATLAB’s official site 

 

https://uk.mathworks.com/downloads/ 

 

 

https://uk.mathworks.com/downloads/
https://ubuntu.com/download/desktop
https://www.python.org/download/releases/2.7/
https://uk.mathworks.com/downloads/
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MATLAB requires a subscription to be paid, but they also give a 30-days 

free trial to users.  

 

➢ Download other tools and add-ons that are required to run Steganography. 

 

 

Wavelet Toolbox, Communication Toolbox, Image Processing Toolbox are some of the 

toolboxes that are required to run the steganography prototype. 
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Ubuntu Linux can be run on the host machine using dual boot configuration or using a 

Virtual Machine.  
 
 
 
 

Python 2.7 is used for Dual Image Steganography. 
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In order to run the Dual Image Steganography module. We will have to install two packages 

known as “Click and Image.” 

 

 

Using the above python code, two images known as plain image and cover image can be merged 

in order to create a Dual Image Steganography. 
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4. Working 
 

1. The First Step is to convert the plaintext into ciphertext using 256-bits Advanced 

Encryption System. 

 

 
 

2. The next step is to embed the secret of the data into the plain image in order to convert 

the plain image into a stego. Along with that, the Hiding Capacity, Peak to Signal Ratio 

(PSNR) value, and Mean-Square Value is also calculated. This can be done for both 

Single Image Steganography and Dual Image Steganography as well. 
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3. Then, apply Haar Discrete Wavelet Transformation (HDWT) on both Single Image 

Steganography and Dual Image Steganography. 
 

 

 
 

4. The next step is to apply Haar Discrete Wavelet in order to maintain the integrity of the 

secret data inside the image. Applies for both Single Image Steganography and Dual 

Image Steganography as well. The Variance, Average Length, Entropy, and Efficiency is 

also calculated. 
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1. Lena (Single Image Steganography) 

 
 
 
2. City (Dual Image Steganography – embedded with Skyscrapers image –, please refer my report) 
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5. Once the entire process is done, the embedded data, which is a ciphertext, is then extracted from the 
stego image for Single and Dual Image Steganography as well. 
 

 
 

6. Here is the MATLAB path of the prototype. 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


