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1 Introduction 
 

The configuration manual document contains the information on the tools and technologies 

used to carry out the implementation of the research project. Section 2 contains introduction 

to software tools and technologies required for the implementation. Section 3 contains step 

wise procedure from starting the application till getting the output. The source code for the 

implementation is also explained. 

 

2 Software Tools and Technologies used 
 

To create the web application, a python Django framework version 2.2.7 and python version 

3.7.1 is used. 

 
Figure 1: Version of python and Django 

 

The Jupiter notebook which is an open source web application tool is used for data cleaning 

process and to train the Extreme learning machine algorithm. It supports python 

programming languages and the HTML components. It gives the interactive output. 

 

 
 

Figure 2: Jupyter Notebook 
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3 Implementation and Deployment steps: 
 

 Step 1: Install the Anaconda navigator from google, to access the Jupiter from this 

navigator. By clicking on the launch button, the Jupiter notebook will get open in web 

browser. 

 

 

 
 

Figure 3 : Install Anaconda Navigator 

 

 

 

 

 Step 2:  Open the file from the location where the “ELMClassification.ipynb” file is 

stored in the Jupiter notebook. 

 

 

 
 

Figure 4 : Launch the jupiter and open the file from the location. 
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 Step 3: In this file, the steps carried for the Binary classification through ELM model 

such as,  

 

1) Important libraries are imported such as pd, np, sns, pickle, ELMClassifier, time 

and many more. 

 

 
Figure 5: Imported Libraries 

 

 

2) The dataset is loaded and data processing is performed as shown in the fig:6 and 

fig:7 

 

          
 

Figure 6: Dataset Loaded 

 

 
  

Figure 7 : Data Preprocessing 
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3) Then, the dataset is split into Training and the testing dataset. 

 

 
 

Figure 8: Split Dataset 

 

 

4) The ELM Classifier is trained based on the parameters n_hidden, alpha and the 

activation_func = ‘tanh’.  

 

 
Figure 9 : ELM model Training 

 

5) Now, the Trained ELM model is saved in the pickle file, to use later to classify the 

links based on this learnings. 

 

 
 

Figure 10 : converted to pickle file 

 

Step 4: Run the web application through anaconda prompt. Go to the location where the web 

application folder is stored from the anaconda prompt.  

 

 
Figure 11: Path 
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Step 5: To run the web application, run the command – python manage.py runsslserver. 

 

 
 

Figure 12: run command 

 

 

 

 

Step 6: From the browser, open the webapplication on localhost – 

https://127.0.0.1:8000/button 

 

 

 
Figure 13: Web application 

 

 

 

 

 

 

 

 

https://127.0.0.1:8000/button
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Step 7: Click on original page button, it will redirect to original page of the webapplication. 

 

 
 

Figure 14: Original Web application page 

 

 

Step 8: Click on original page button, it redirects to the dummy page of the web application, 

where all the hidden links and iframe are made visible. 

 

 
Figure 15: Dummy web page – clickjacked page 
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Step 9: To view the source code written for the creation of dummy HTML page, open the 

Django web application project in pycharm and open the Extractor.py file from djangonautic 

sub menu. 

 

 
Figure 16: Extractor.py file 

 

Step 10: The following Fig shows the code for the URL extraction from the webpage using 

the beautifulsoup scrapping technique. 

 

  
Figure 17: URL Extraction 

 

 

 

 

Step 11: The fig 18 and 19 shows the feature extraction process and the vector representation 

of features in array format. 
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Figure 18 : Feature extraction 

 

 
Figure 19 : Vetor Representation 

 

Step 12: The will classifies the links as phishing and non-phishing 

 

 
Figure 20 : ELM Classification 
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Step 13: The HTML file contain in the soup are converted to the string in order to perform 

further operation on it. 

 

 
Figure 21 : Soup converted to String format 

 

 

Step 14: The Iframe links are updated by assigning new values such as margin value:  left 

150px which are classified as phishing iframe links. 

 

 
 

Figure 22: CSS property are assigned for the phishing Iframe Links.  
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Step 14: Opacity is also updated. 

 

 
Figure 23: Opacity is updated 

 

 

Step 15: Finally, the new updated changes are written in new HTML file, to show the 

changes. 

 

 
Figure 24: New HTML page is created. 
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