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1 Introduction   
 

The configuration manual explains how the system is set up to achieve result of the 

thesis “Securing the passwords using Jumbling-Salting Algorithm from cyber-attacks” in 

relation to hardware and software tools used with an explanation why they are chosen to 

create a website.  

 

2 System Specification: 
 

Hardware:  

 

The hardware device specifications used to create and deploy the websites are recorded as 

follow. 

  

Processor: Intel® Core™ i3-7100U CPU @ 2.40GHz, 2401 Mhz, 2 Core(s)  

 

Memory: 12288MB RAM 

 

GPU: 6230MB 

 

Hard disk size: 1 TB storage 

 

Software: 

 

Operating System: Microsoft Windows 10 

 

Software Tool 

 

Microsoft Visual Studio 2019: It’s an Integrated development environment used to write code 

to develop website.  

 

Programming Language:  

 

.NET:  
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The .NET framework is used as front-end development for website.  

 

.C Sharp: 

 

.C sharp is used for back-end development for website.  

Microsoft Word 2019 is used for writing final thesis draft.  

 

 

3 Execution process: 
 

The undertaking website is executed utilizing different programming instruments and 

programming languages.  

 

Step 1: Installation of Visual Studio 

 

First step in execution process is installing visual studio in system.  

 

Step 2: Creating home page for website 

 

Code used:  

 

 
Figure 1: Code for Homepage 

 

Output:  
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Figure 2: Homepage in localhost 

 

Step 3: Creating Registration page in website for new users to register. 

 

Code used:   

 

 
Figure 3: Registration code 

 

Output:  

 

 
Figure 4: Registration Page 

 

 

Step 4: Shuffling of plaintext password 
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Code used:  

 

 
Figure 5: Shuffling 

 

Step 5: Check the length of given plain text is even or odd 

 

Code used:  

 

 
Figure 6: Checking length whether even or odd 

 

Step 6: Addition of salt value 

 

Code used:  

 

 
Figure 7: Salt process 

 

Step 7: Initializing jumbling block from random values generated from pre-defined set.  

 

Code used:  

 

 
Figure 8: Random value for Jumbling process  

 

 

Step 8: Encrypting final block with AES algorithm.  

 

Code used:  
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Figure 9: AES encryption 

 

Step 9: Creating table in database to store information in SQL server.  

 

 
Figure 10: Creation of Table 

 

Output:  

 

 
 

Step 10: Creation of Login page.  

 

Code used:  

 



6 
 

 

 
Figure 11: Login page 

 

Output: 

 
Figure 12: Login Page 

 

 

 

 

 

  

 

 

 

 

 

 

 

  

 

 
 


