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1 Installation of NS 2.34 in Ubuntu 14.04

• Download ns-allinone-2.34.tar.gz

• Extract the tar file in the desktop.

• Install the basic packages necessary for installation use following commands in the
terminal:

– sudo apt-get update

– sudo apt-get install gcc build-essential autoconf automake tcl8.5-dev tk8.5-dev
perl xgraph libxt-dev libx11-dev libxmu-dev

• In order to install NS 2.34 go to ns-allinone-2.34 using following commands:

– cd ns-allinone-2.34

– ./install

• All the necessary packages are installed and NS 2 is ready to run.

2 How to run the scenario file

• After successful installation we can run the scenario file.

• Go to folder ns-2.34 using the command:

– cd ns-2.34

• The scenario file input.tcl can be executed using the following command:

– ./ns input.tcl

Figure 1: Scenario file(input.tcl)
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Figure 2: executing input.tcl

• After the successful execution of the scenario file the Network animator(NAM) and
the graphs pop out.

• It will also create two outputs output.tr,output.nam.

Figure 3: Results
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3 Simulation results

Figure 4: Simulation Results

4 Detection ratio and False positive ratio

The Detection ratio and the False positive rate are calculated during the execution the
scenario file.

Figure 5: DR and FPR Results
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Figure 6: Detection Ratio

Figure 7: False Positive Ratio
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5 Packet Delivery Ratio, Packet-Loss Ratio, End-to-

end Delay

The AWK scripts are used to calculate the Packet delivery and packet-loss ratio and
End-to-end delay.

• Go to the folder ns-2.34 where you will find allresults.awk using command:

– cd ns-2.34

• To execute the awk scripts use the following command:

– gawk -f allresults.awk output.tr

Figure 8: awk script execution

Figure 9: Delay
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Figure 10: Packet delivery ratio

Figure 11: Packet-loss ratio
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6 How to vary the scenario

• For the purpose of generating graphs we try out different scenarios by varying the
number of malicious nodes in the network.

• This is done in the scenario file input.tcl.

Figure 12: variation in scenario

• The highlighted field must be varied to get different values and graph performance.

• In our case we have varied the number of malicious nodes from 5 to 25 for Detection
ratio,False-positive ratio and Delay.

• For Packet-delivery ratio and Packet-loss ratio we varied the the number of malicious
nodes from 2 to 10.

7 Cuckoo code

The entire code for cuckoo is available in aodv.cc file which is can be seen in the aodv
folder present in ns-2.34.
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Figure 13: cuckoo code

8 IP detection code

The code for IP detection is available in IDSapp.cc which can be seen in aodv folder
present in ns-2.34.

Figure 14: IP detection code
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